Abstract:
Recent studies have revealed that control programs in cyber-physical systems (CPS) suffer from both control-oriented attacks (e.g., code-injection or code-reuse attacks) and data-oriented attacks (e.g., non-control data attacks). Securing CPS against malicious attacks is of paramount importance because these attacks may cause irreparable damages to physical systems. Unfortunately, existing detection mechanisms are insufficient to detect runtime data-oriented exploits, due to the lack of execution semantics checking. This talk focuses on providing new security capabilities by enforcing cyber-physical execution semantics in defending against cyber attacks in CPS. I will present an event-aware anomaly detection framework that leverages the event-driven nature in characterizing CPS control program behaviors. As an instantiation of the proposed framework, I describe a new program behavior model, named event-aware finite-state automaton (eFSA) in defending against data-oriented attacks. I will also describe the Event Triggering and Control Actuation Integrity security enforcement, which is able to identify advanced CPS attacks and anomalies in a preventative manner. This talk concludes with a discussion of my future research directions.
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